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Abstract of the contribution: The intent of this paper is to try to clarify the key issue that was captured in clause 5.1 for the support of isolation/separation between network slice instances
Introduction
During last SA2#113 meeting, the key issues were captured in clause 5.1 regarding the support for isolation/separation between network slice instances as described as follows: 
-  How to achieve isolation/separation between network slice instances and which levels and types of isolation/separation will be required;

-
How and what type of resource and network function sharing can be used between network slice instances, if any;

Editor’s Note: The wording of the above bullet needs to be enhanced to distinguish between sharing of resources and sharing of network functions.
The intent of this proposal is to clarify the intent of these two key issues and determine if they are within the scope of 3GPP on these two key issues. 
About Network Slicing with respect to NFV and SDN 
Today mobile networks, RAN and Core infrastructure and the respective software are built and implemented with dedicated network equipment provided by vendors.  With the emerging NFV and SDN technology, operator can migrate their vendor specific solutions into their network clouds.  The main idea of NFV is to install Network Function S/W (i.e., MME, S/P-GW and PCRF in Packet Core, and DU in RAN) all onto Virtual Machines (VMs) that are deployed on a virtualized commercial server (COTS; commercial off-the-shelf).  Therefore, there is no longer dedicated network equipment individually and hence, it is more cost effective.  In order to interconnect the VMs, operators can provision secured transport via mature existing technology (e.g. VXLAN, MPLS etc.).  In fact, operators could leverage SDN networking techniques to interconnect the VMs that contains network functions.  Basically, today NFV and SDN virtual networking solutions have the built-in framework to provide privacy, isolation and separation on the Network Functions. 
The purpose of network slicing is to enable flexible construction of a service oriented virtual network that can support the target service efficiently and cost effectively. Due to vast diverse network capabilities and performance requirements for emerging services, operators can no longer rely on one size fit all network architecture and infrastructure to support the diverse types of services while can still maintain their profit margin. With the NFV and SDN technology, it provides hope to bring the vision of network slicing to becomes reality.  

If NFV and SDN are the fundamental technology used to support network slicing, some of the basic properties that NFV and SDN can support (e.g. privacy, isolation and separation) will be inherited by the network slicing design.  Therefore, the two key issues that were referred above should be re-examined in order to determine if they are still applicable to 3GPP NextGen design to support the network slicing. 
Considerations for 3GPP NextGen Design to enable NFV and SDN to support isolation/separation between network slice instances 
For the following two key issues, 

-  How to achieve isolation/separation between network slice instances and which levels and types of isolation/separation will be required;

-
How and what type of resource and network function sharing can be used between network slice instances, if any;

Based on the understanding that NFV and SDN can provide built-in mechanism to support of isolation and separation NFV instances, the first part of the first key issue above should not be part of the 3GPP scope.  As for the second part of the first key issue, it should be based on operator’s policy according to their business models, and it is not a software function.  Hence, it is recommended to remove the first key issue above. 
As for the second key issue above, we believe such key issue is confusing and beyond 3GPP scope.  It is because, when leveraging the NFV concept, the network function is software entity that is implemented on the VM.  When suggesting to share the network function between the network slice instances, it almost implies how the network slice instances are going to share the CPU and memory inside the hardware that hosts the VM.  If the objective of the second key issue is to suggest how the network function may be included by two different types of network slices, there is already another key issue captured in clause 5.1 as below: 
· Which network functions may be included in a specific network slice instance, and which network functions are independent of network slices;
Therefore, it is proposed to remove the second key issues as shown above from the TR 23.799. 
* * * Start of changes * * * *
5.1
Key issue 1: support of network slicing 

5.1.1
Description

Network slicing enables the operator to create networks customised to provide optimized solutions for different market scenarios which demands diverse requirements, e.g. in the areas of functionality, performance and isolation.

Solutions for this key issue will study:

· Functionality and capabilities within 3GPP scope that enables the next generation system to support the Network Slicing and Network Slicing Roaming requirements defined in TR 22.864 [7] and in normative stage 1 specifications (when available), including but not limited to:

-



* * * End of Changes * * * *
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